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Ontario Provincial Police
Ontario Provincial  Police
Request for Technical Surveillance Countermeasures (TSCM)
Notes
Before requesting Technical Surveillance Countermeasures (TSCM) services please remember that your initial contact with the Security Assessment Unit (SAU) of the Security Bureau is important. Your responses will determine the parameters for service. For the purposes of the TSCM inspection, the “Target” area refers to the area that you are requesting the inspection or inspections to take place.
Please follow the guidelines listed below when requesting a call for service:
•         Do not use any phones in the target area to contact the OPP for TSCM services. Use a phone that is away from the target area          (outside the facility or building or department office)
•         Do not discuss this issue with anyone while in the target area
•         Discuss the TSCM inspection only with those persons that must know about it and limit your discussions to places away from the target area
•         If you have found what you believe is a listening device, do not touch it. Contact SAU immediately
•         Do not contact the phone company or IT department about the TSCM services you are requesting
•         Do not disclose to anyone in a public or private facility that TSCM is being conducted
•         Be prepared to meet the TSCM members at a location away from the target area to discuss the request
Requests for service must be forwarded to the Manager – JOPIS at OPP.JOPIS@opp.ca or by secure fax at 705-329-6695.
Requestor Information
Address of Agency/Ministry
Contact Person/Investigator
Request Details
Type of Inspection Requested
Location/Venue where TSCM services are required
Type of venue
Address
Does the requestor think that the audio or visual penetration is still active and ongoing?
Does the requestor have an idea of where the audio or visual penetration has occurred?
Recipient Details (who you would like written report sent to, if different from Requestor Information)
Address
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